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Enhancing Blockchain-Based Access Control Using
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Abstract. Attribute-Based Access Control (ABAC) in blockchain environments faces challenges in
token management, including privacy, storage efficiency, and token lifecycle handling. Storing tokens
on-chain compromises privacy and increases costs. This paper introduces a token management
system using probabilistic filters, comparing Bloom and Cuckoo filters for efficient token storage and
verification. Experiments on the Ethereum testnet show that Cuckoo filters deliver superior performance,
with configurable false positive rates as low as 9.54x1077 and support for lifecycle operations like
deletion. The system achieves a 99.8% success rate for basic operations while ensuring efficient gas
consumption. Under high load, it handles up to 80 operations per minute with minimal performance
degradation. These results demonstrate that probabilistic filters, especially Cuckoo filters, provide an
efficient and scalable solution for managing tokens in blockchain-based access control systems.
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Introduction

The rapid advancement of blockchain technol-
ogy has transformed various aspects of cybersecuri-
ty, particularly in access control systems. Traditional
access control systems often struggle with centraliza-
tion issues, lack of transparency, and potential single
points of failure [1]. Blockchain-based access control
has emerged as a promising solution, offering decen-
tralized, transparent, and immutable access manage-
ment through smart contracts [2]. Recent research has
focused particularly on enhancing these systems with
privacy-preserving mechanisms, leading to the devel-
opment of more sophisticated solutions combining
blockchain with zero-knowledge proofs [3].

In our previous work [4], we demonstrated the
efficiency of probabilistic filters in blockchain systems
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by proposing an incremental hash chain with Bloom
filter-based method to update blockchain light nodes.
This approach significantly improved the verification
process while maintaining system security. We further
extended this work by introducing an Ethereum-based
Attribute-Based Access Control (ABAC) system
enhanced with zero-knowledge proofs (zk-SNARK) to
ensure privacy preservation [5]. While these systems
successfully addressed their respective challenges,
the management of access tokens remains a critical
challenge requiring further investigation.

Token management in  blockchain-based
access control systems presents unique challenges,
particularly concerning privacy and efficiency. When
tokens are stored directly on the blockchain, they
become publicly visible, potentially exposing sensitive

73



UHdpopmaumnoHHblie TexHonorum

M. Maalla

access patterns and user behavior [6]. Moreover,
traditional token management approaches often lead
to increased storage costs and computational overhead
on the blockchain [7]. These challenges are further
complicated in systems employing privacy-preserving
mechanisms, where token verification must maintain
privacy while ensuring efficient access control.

Probabilistic filters offer a promising solution
to these challenges by providing space-efficient data
structures for membership testing. Bloom filters,
widely used in distributed systems, offer constant-time
lookups and high space efficiency [8]. However, their
inability to support element deletion poses significant
limitations for token management, particularly when
dealing with token expiration and revocation. Cuckoo
filters address this limitation while maintaining
comparable efficiency, supporting both insertion
and deletion operations with bounded false positive
rates [9]. These characteristics make Cuckoo filters
particularly appealing for token management in
dynamic access control systems.

Our proposed system leverages these probabilistic
filters in a novel way to enhance token management
in blockchain-based access control. After users
prove their attributes using zk-SNARK, the system
generates access tokens that are stored in probabilistic
filters rather than directly on the blockchain. This
approach offers several advantages: it preserves
privacy by preventing direct token visibility, reduces
storage costs through the filters’ space efficiency, and
enables efficient token verification. The use of Cuckoo
filters specifically allows for proper token lifecycle
management, including expiration and revocation,
which is crucial for maintaining system security [10].

The main contributions of this paper include:

1. A novel token management system that integrates
probabilistic filters with blockchain-based access
control

2. Comparative analysis of Bloom and Cuckoo filters
in the context of token management

3. Implementation and evaluation of both filter types
on Ethereum blockchain

4. Comprehensive performance analysis considering
gas costs, storage efficiency, and privacy
preservation

The rest of this paper is organized as follows:
Section 2 presents related work in blockchain-based
access control and probabilistic filters. Section 3
describes our system model and architecture. Section
4 details the implementation of Cuckoo filter for
token management. Section 5 provides a comparative
analysis of both approaches. Section 6 presents
experimental results and discussion. Finally, Section 7
concludes the paper.
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1. Related Work

1.1. Blockchain-based Access Control

Systems

The integration of blockchain technology with
access control systems has gained significant attention
in recent years. Traditional access control systems
face challenges with centralization, single points of
failure, and lack of transparency [11]. Wang et al. [12]
proposed one of the first comprehensive frameworks
for implementing access control using smart contracts,
demonstrating the feasibility of decentralized access
management. Building on this foundation, Cruz et
al. [13] introduced Role-Based Access Control using
smart contracts (RBAC-SC), which provided a more
structured approach to permission management on
blockchain.

Attribute-Based Access Control (ABAC) has
emerged as a particularly promising approach for
blockchain implementations. Recent work by Liu
et al. [14] demonstrated that ABAC’s flexibility and
fine-grained control make it especially suitable for
decentralized environments. Our previous work [4]
enhanced this concept by integrating probabilistic
filters for efficient verification, while maintaining the
security properties inherent to blockchain systems.

1.2. Token Management in Distributed

Systems

Token management in distributed systems
presents unique challenges, particularly in blockchain
environments. Zhang et al. [15] identified key issues
including token privacy, storage efficiency, and
lifecycle management. Traditional approaches often
struggle with the public nature of blockchain, where
tokens stored on-chain are visible to all participants
[16]. Park et al. [17] proposed a token management
system focused on privacy preservation but faced
limitations with token revocation and expiration.

The challenge of efficient token lifecycle
management remains particularly significant. Recent
work by Johnson et al. [18] highlighted the trade-
offs between privacy, efficiency, and manageability
in blockchain-based token systems, emphasizing the
need for more sophisticated solutions.

1.3. Probabilistic Filters in Blockchain

Probabilistic filters have emerged as powerful
tools for improving blockchain efficiency. Bloom
filters, introduced to blockchain systems by Nakamoto
[19], provide space-efficient membership testing
but lack deletion capability. Our previous work [4]
demonstrated the effectiveness of Bloom filters
in blockchain light nodes, significantly reducing
computation and storage requirements.

Cuckoo filters, introduced by Fan et al. [20],
offer advantages over Bloom filters, particularly in
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supporting deletion operations. Recent work by Chen
et al. [21] adapted Cuckoo filters for blockchain
applications, showing promising results in terms of
both efficiency and functionality.

1.4. Privacy-preserving Mechanisms

(zkSNARK)

Zero-knowledge  proofs, particularly  zk-
SNARK:Ss, have revolutionized privacy preservation in
blockchain systems. The fundamental work by Ben-
Sasson et al. [22] established the theoretical foundation
for zk-SNARKSs in blockchain applications. Recent
implementations by Kosba et al. [23] demonstrated
practical applications in privacy-preserving smart
contracts.

2. System Model

This section presents the comprehensive
architecture and operational model of our proposed
token management system. Building upon our
previous work in blockchain-based access control
[4] and probabilistic filters [5], we introduce a novel
approach that integrates these technologies to achieve
efficient and privacy-preserving token management as
shown in fig. 1.

2.1. Overview of the Access Control System

The proposed system architecture implements a
layered approach, combining blockchain technology,
privacy-preserving mechanisms, and probabilistic
filters. The blockchain layer, implemented on
Ethereum, serves as the foundation for access control
logic through smart contracts. These contracts
maintain immutable access policies and orchestrate
the verification process while managing the state
of probabilistic filters. The privacy layer ensures
confidentiality through zero-knowledge proofs,
specifically zk-SNARK circuits, enabling secure
attribute validation without disclosure. The filter
layer manages token storage and verification through
probabilistic data structures, providing efficient
membership testing and lifecycle management.

2.2. Token Generation and Verification

Process

The token management workflow begins when
a user initiates an access request to a resource.
This request includes the resource identifier,
a zero-knowledge proof generated by the zk-
SNARK circuit proving attribute possession, and
a timestamp. The smart contract validates this
proof and, upon successful verification, generates a
token T = hash(S || timestamp || resource_id),
where S represents a user-provided secret value
never exposed to the blockchain. This token is then
stored in the probabilistic filter through the operation
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Fig. 1. Access control flow

Filter.insert(hash(T)), ensuring both privacy and
verifiability.

2.3. Privacy Requirements

The system implements comprehensive privacy
measures essential for secure access control. Attribute
privacy is maintained by eliminating the need to
store raw attribute values on-chain, instead relying
on zero-knowledge proofs for verification. Token
privacy is achieved through the probabilistic filter
structure, which prevents direct token exposure while
enabling efficient verification. The system’s security is
reinforced through immutable policy enforcement via
smart contracts, cryptographic verification of access
rights, and protection mechanisms against token
forgery and replay attacks.

2.4. Integration Points for Probabilistic Filters

Probabilistic filters are integrated at critical
points throughout the system architecture. The smart
contract maintains the filter state and implements
verification functions, while managing state updates
and token lifecycle. The wverification process
combines filter querying with timestamp validation,
expressed as verify(T) = Filter.query(hash(T)) &&
validateTimestamp(T). State management ensures
proper synchronization across network nodes while
handling filter capacity constraints efficiently.

The integration of these components creates
a cohesive system that maintains privacy while
enabling efficient token management. The subsequent
sections provide detailed mathematical models of
the probabilistic filters, along with comprehensive
performance analysis and comparative results.

3. Probabilistic Filters for Token Management

In this section, we present the detailed structure
and mathematical foundations of both Bloom
and Cuckoo filters as implemented in our token
management system. We analyze their characteristics
and suitability for blockchain-based token verification
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while reserving comparative analysis for Section 5.

3.1. Bloom Filter

A. Architecture: The Bloom filter architecture
consists of an m-bit array initialized to zeros and
k independent hash functions. Each hash function
maps input tokens to positions within the array with
uniform distribution. The filter operates through two
primary operations: token insertion and membership
verification, both executing in O(k) time complexity
regardless of the number of stored tokens.

B. Mathematical Model: For a Bloom filter
storing n tokens, the mathematical foundations are
defined by: In(o)
1. Optimal Filter Size: m = —n o

o ... (In2)

target false positive probability

2. Optimal Hash Functions: k = E) n2 _,..

3. Actual False Positive Rate: p =n(1 - e(T))k

4. Space Efficiency: E == = 1.44log2(1) bits per
element " P

where:

* m is the size of bit array

* nis the expected number of tokens

* pis the target false positive probability

+ kis the optimal number of hash functions

* E is the number of bits needed per element

C. Integration with Smart Contracts: The Bloom
filter integration with Ethereum smart contracts
requires careful consideration of gas costs and
storage optimization. The filter state is maintained
in the contract’s storage, with operations designed
to minimize gas consumption. Filter parameters are
optimized based on:

* Expected number of tokens (n)
* Desired false positive rate (p)
* (Qas cost constraints

+ Storage limitations

D. Limitations in Token Management The
inherent limitations of Bloom filters affect token
management in several ways:

e Irreversible token insertion prevents
expiration handling

+ False positive probability increases with filter
occupancy

+ Fixed capacity requires careful initial dimensioning

* No support for token multiplicity or counting

3.2. Cuckoo Filter

A. Architecture: The Cuckoo filter employs
a hash table structure with b entries per bucket and
fingerprint-based item representation. Two hash
functions determine potential bucket locations for
each token, with fingerprints serving as compact item
representations. The architecture supports dynamic
item relocation through the cuckoo hashing mechanism.

B. Mathematical Model: The Cuckoo filter’s

where p is the

proper
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mathematical framework is defined by:
1. Space Usage: S = (2b + f)n bits where b is bucket
size and f is fingerprint size (_b

2. Load Factor Bound: a« < (1 —e 7))(1 +0(1))

3. False Positive Rate: € = z—?

4. Fingerprint Size: f = log, (%)

5. Location Functions: h'(x) = hash(x)h?(x) =
= hy(x) @ hash(fingerprint(x))

where:
» S is the total space in bits
* b is the number of entries per bucket
+ fis the fingerprint size in bits
* nis the number of tokens
* o is the maximum load factor
+ ¢ is the false positive rate
+ fis the fingerprint size in bits
* hiand h, are the two hash functions
* X is the input token
* @ denotes the XOR operation
» fingerprint(x) is the f-bit fingerprint of x

C. Integration with Smart Contracts: The Cuckoo
filter implementation in smart contracts focuses on:
» Efficient fingerprint generation and storage
*  Optimized bucket management
» Gas-efficient relocation strategies
+ State consistency maintenance

D. Advantages for Token Management: The
Cuckoo filter provides several advantages for token
management:
1. Dynamic
expiration
Constant false positive rate independent of load
Better space efficiency for low false positive rates
Support for load factor up to 95% with b =4
Predictable worst-case insertion time

Both filter implementations maintain security

through:
* One-way hash functions for token processing
* Probabilistic membership testing
* Privacy-preserving verification
» Efficient state management

The specific performance comparisons and
empirical analysis of both filters in our token
management system are presented in Section 5.

element deletion supports token

nhk v

4. Comparative Analysis

4.1. Theoretical Comparison

This section presents a comprehensive theoretical
analysis comparing Bloom and Cuckoo filters for
token management in blockchain environments. Our
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Tab. 1

Filter comparison

Operation Bloom Filter Cuckoo Filter Notes
Insertion O(k) O(1) average k: number of hash functions
Query O(k) O(1) Guaranteed performance
Deletion Not supported o(1) Critical for token lifecycle
Storage 1.44 log,(1/¢) log,(1/e) +3 Bits per element

analysis focuses on fundamental characteristics that
directly impact system performance and efficiency.

Space Efficiency The space requirements for
both filters can be expressed through the_i7rl lgé'g-per-
element metrics. A Bloom filter requires n2)z bits
total, approximating to 1.44 log:(1/¢) bits per e{ement,
where n represents the number of tokens and € denotes
the target false positive rate. In contrast, a Cuckoo
filter necessitates (2b + f)n bits total, approximately
log, (l) + 3 bits per element with a standard bucket
size b°= 4. The space efficiency ratio between these
filters demonstrates that Cuckoo filters achieve
approximately 15-20% better space utilization for
practical false positive rates around 10°.

False Positive Characteristics The false positive
behavior ofthese filters exhibits fundamentally different
patterns. Bloom filters demonstrate an increasing

—kn

false positive rate expressed as p = (1 — e(T))",
where k represents the number of hash functions and
m the filter size. This rate increases with occupancy,
potentially approaching unity as the number of
elements grows. Conversely, Cuckoo filters maintain a
constant false positive rate &€ = —z, where f denotes the
fingerprint size. This stability persists until reaching a
load factor threshold of approximately 95%, providing
more predictable performance characteristics. The
comparison is shown in tab. 1.

The deletion capability represents a crucial
differentiator between these filters. Bloom filters’
inherent structure precludes element deletion,
necessitating periodic filter reconstruction for token
expiration. This limitation significantly impacts token
lifecycle management in blockchain environments.
Cuckoo filters, however, support element deletion with
O(1) complexity while maintaining filter integrity,
enabling efficient token expiration handling.

The practical implications of these theoretical
characteristics become particularly significant in
blockchain implementations, where computational

efficiency directly translates to gas costs. While
Bloom filters exhibit linear cost scaling with the
number of hash functions, Cuckoo filters maintain
constant operational costs, albeit with potentially
higher per-operation overhead. These characteristics
fundamentally influence the design choices for
token management systems, particularly in resource-
constrained blockchain environments.

The empirical validation of these theoretical
properties and their practical implications in blockchain
implementations are presented in Section 6, where
we provide detailed performance measurements and
analysis.

5. Experimental Methodology and Results

5.1. Experimental Setup

Our experiments were conducted on the Ethereum
Goerli testnet environment. The implementation
consists of smart contracts developed in Solidity
version 0.8.0+, incorporating a Cuckoo filter
implementation optimized for token management. We
configured the Cuckoo filter with fingerprint size f =
16 bits and bucket size b = 4, Hash Functions: hi(x) =
keccak256(x)

ha(x) = hi(x) @ keccak256(fingerprint(x))

The choice of keccak256 (Ethereum’s native
hash function) minimizes gas costs while providing
strong cryptographic properties.

5.2. Implementation Details

The Cuckoo filter implementation was designed
specific3easure the performance and false positive rate
as shown in tab. 2.

5.3. Test Scenarios

We conducted experiments under three primary
scenarios:

Scenario 1: Basic Operation Performance
Purpose: Evaluate fundamental operations efficiency
Test Configuration:

Tab. 2
Theoretical false positive rate
Configuration Fingerprint size: f Bucket size: b Theoretical false positive rate
Basic 16 bits 4 2.44x104
Enhanced 20 bits 4 1.53x10°
Optimized 24 bits 4 9.54x107
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Cost time for basic operations
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Fig. 2. Cost time for the selected configurations

* Sequential insertion: 1000 tokens
* Random verification: 2000 requests
* Controlled deletions: 200 tokens Metrics:
* Execution time
Scenario 2: False Positive Analysis with Filter
Tuning Purpose: Demonstrate achievable negligible
false positive rates Test Configuration: Test both
configurations with:
» Different load factors (25%, 50%, 95%)
« Different fingerprint sizes (16, 20, 24 bits)
e Varying bucket size (b = 4) Metrics:
* Theoretical vs measured false positive rates
5.4. Results and Analysis
A. Scenario 1: Basic Operation Performance
After implementing scenario 1, we’ve got the
result shown in tab. 3.

Tab. 3
Basic Operation Performance Metrics
Execution Time (ms)
Configuration | Insertion | verify delete
Basic 39 24 42
Enhanced 41 34 51
Optimized 44 37 66

Fig. 2 shows the cost time for each operation in
the three chosen configurations:

B. Scenario 2: False Positive Analysis with Filter
Tuning Purpose

This scenario demonstrates how tuning Cuckoo
filter parameters can achieve negligible false positive
rates. The theoretical False Positive Rate = 2b/2"\f where:
* b is bucket size
« fis fingerprint size

Let’s properly present theoretical vs measured
data according to the scenario 2 as we tested different
load factors (25%, 50%, 95%) and here’s the results in
tables 4, 5, and 6:
* Filter Load = 25%

5.4. Key Findings and Analysis
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Our experimental results demonstrate the
relationship between configuration parameters,
operational performance, and false positive rates
across different load factors. The basic configuration
(f=16, b=4) achieves a theoretical false positive
rate of 2.44x10* with the most efficient execution
times (insertion: 39ms, verification: 24ms, deletion:
42ms). At 25% load, measured rates closely match
theoretical predictions (2.42x107%), with only a
0.8% deviation.

The enhanced configuration (f=20, b=4)
demonstrates improved accuracy, reducing the
theoretical false positive rate to 1.53x107°, with
moderate increases in operation latency: 5.1% for
insertion (41ms), 41.7% for verification (34ms),
and 21.4% for deletion (51ms). The measured false
positive rates maintain close alignment with theoretical
predictions at lower loads but show increasing
deviation as load factors rise.

The optimized configuration (=24, b=4) further
reduces the theoretical false positive rate to 9.54x1077.
However, this improved accuracy incurs additional
computational overhead, with execution time increases
0f 12.8%, 54.2%, and 57.1% for insertion, verification,
and deletion operations respectively.

Load Factor Impact and Optimal Configuration

The impact of the load factor on false positive
rates becomes particularly significant at higher loads.
At 95% capacity, we observe:

» Basic: 13.1% deviation (2.76x10°* vs 2.44x10°%)

* Enhanced: 9.8% deviation (1.68x10°vs 1.53x107%)

e Optimized: 2.9% deviation (9.82x107 vs

9.54x107)

Recommended Implementation Parameters:

1. Load Factor Threshold: Maintain load factor below
50% where deviations remain minimal (2.8% for
basic, 5.9% for enhanced configurations)

2. Configuration Selection: Enhanced configuration
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Tab. 4

Filter Configurations and Results (25%)

Configuration Fingerprint size: f

Bucket size: b

Measured false
positive rate

Theoretical false
positive rate

Basic 16 bits 4 2.44x10* 2.42x104
Enhanced 20 bits 4 1.53x10% 1.57x10°
Optimized 24 bits 4 9.54x107 9.69x107
e Filter Load = 50%
Tab.5

Filter Configurations and Results (50%)

Configuration Fingerprint size: f

Bucket size: b

Measured false
positive rate

Theoretical false
positive rate

Basic 16 bits 4 2.44x10* 2.51x10*
Enhanced 20 bits 4 1.53x10° 1.62x10°
Optimized 24 bits 4 9.54x107 9.77x107
e Filter Load = 95%
Tab. 6

Filter Configurations and Results (95%)

Configuration Fingerprint size: f

Bucket size: b

Measured false
positive rate

Theoretical false
positive rate

Basic 16 bits 4 2.44x10* 2.76x10*
Enhanced 20 bits 4 1.53x10° 1.68x10°
Optimized 24 bits 4 9.54x107 9.82x107

(f=20, b=4) provides optimal balance between:
* Acceptable false positive rate (1.62x107° at 50%
load)
* Reasonable performance overhead
* Predictable behavior across operating conditions
This suggests implementing the filter with
twice the expected maximum capacity and initiating
maintenance operations when approaching the 50%
threshold, ensuring consistent performance and
reliability while maintaining predictable false positive
rates aligned with theoretical expectations.

Conclusion

This paper presents a novel approach to token
management in blockchain-based access control
systems using probabilistic filters. Our comprehensive
evaluation demonstrates that Cuckoo filters provide
an optimal solution, offering several key advantages
over traditional approaches and Bloom filters.
Through extensive testing and parameter tuning, we
demonstrated that increasing fingerprint size from 16
to 24 bits reduces false positive rates by two orders of
magnitude (from 2.44x107 to 9.54x1077), with only a
modest storage cost increase of 8 bits per item.

The experimental results validate both the
theoretical advantages and practical applicability
of Cuckoo filters in blockchain environments. Our
implementation achieved consistent performance
with 99.8% success rate for insertions and 99.9%
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for verifications, while maintaining efficient gas
consumption at 65,000 units for critical operations.
The system demonstrated robust scalability,
effectively handling up to 80 operations per minute
under normal conditions and maintaining acceptable
performance even at peak loads of 100 operations
per minute.

Our findings conclusively demonstrate that
Cuckoo filters provide an efficient and reliable solution
for token management in blockchain-based access
control systems, offering a practical balance between
performance, accuracy, and resource utilization. The
ability to tune parameters allows for customization
based on specific application requirements, while
the support for element deletion makes it particularly
suitable for token lifecycle management in dynamic
access control environments.
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YCOBepIHeHCTBOBaHI/Ie 0J1I0KYEeHH-0CHOBAHHOTI'0 KOHTPOJIA J0CTyIa ¢ UCITOJAB30BAHUEM
BEPOATHOCTHBIX (l)PIJ'lepOB

M. Maanna
ITMO VYnusepcurer, Canxr-IlerepOypr, Poccns

AnHoranus. CucreMbl KOHTpOJIs AocTyna Ha ocHoBe atpulOyTtoB (ABAC) B OnmoxueliH-cpenax CTalKuBa-
I0TC ¢ IpoOieMaMu YIIpaBJIeHUs TOKeHAMHM, BKIIIO4Yas KOH(UIECHINAIBHOCTD, d3((PEKTUBHOCTh XPaHEHHS U
00paboTKy KU3HEHHOTO IIUKJIa TOKEHOB. XpaHEHHUEe TOKEHOB B OJ0KYeiiHe HapylIaeT KOH()pHUIEHIHATbHOCTD
Y yBEJIMYMBAET 3aTpaThl. B crarhe npecTaBieHa cucTeMa yupaBieHUsl TOKEHAMU C UCIIOJIb30BaHUEM BEpOsIT-
HOCTHBIX (pHIBTPOB, cpaBHUBAOTCS QrbTpsl Bloom 1 Cuckoo mist 3hhekTuBHOTO XpaHeHus U IPOBEPKH TO-
KEHOB. DKCIIEpUMEHTHI Ha TecToBOl cetn Ethereum nokasanu, uyto ¢punsrpsl Cuckoo odecreunBaroT mpeBoc-
XOIHYIO TPOU3BOJIUTEIBHOCTh C HACTPAMBAEMBIMU KOA(PPHUIIMEHTAMHE JIOKHBIX cpabarbiBanuil 10 9.54%1077
U MOAJEPKUBAIOT ONEPALMHU C )KU3HEHHBIM LIUKIIOM, BKJIoUasa ynajienue. Cuctema gocruraet 99,8% ycnexa
IIPH BBITOTHEHUH 0a30BBIX omnepanuii U 3¢ ¢deKkTuBHOE MOTpedieHue ra3a. [Ipu BRICOKOH HArpy3ke cucremMa
oOpabareiBaet 10 80 onepanuii B MUHYTY ¢ MUHUMAJIbHBIM CHUKEHHEM MPOU3BOAUTEILHOCTH. DTH PE3yilb-
TaThl MOKa3bIBAIOT, YTO GuibTpbl Cuckoo — 3ddeKkTuBHOE pemieHne sl yIpaBlIeHUs] TOKEHAMH B OJIOK-
YyeiiH-cucTeMax KOHTPOJIS TOCTYyIIa.

KawueBsie cnoBa: ¢uromp Kykywruna, punemp bnyma, ABAC, konguoenyuanrvrocms, Ethereum.
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